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ALL YOUR 
COMMUNICATIONS 
ARE NOW SAFE
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From now on, there is an application that is 
much more advanced and user-friendly than 
existing communication applications: 

WHAT IS SİPER?

INSTANT 
MESSAGING

Enterprise, secure, 
instant messaging 

and communication 
solution.

PLATFORM 
INDEPENDENCY

Mobile and desktop 
focused solution.

ENTERPRISE 
SOLUTION

On-premise hosted 
technology.

SAFE
MOD

Secure by 
default.

OPTIMIZED 
PLATFORM

Fast and optimized 
platform.

Moreover, it is indispensable for all 
institutions and companies with its secure 
structure and archiving privilege...
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 Ability to work on any platform
 Smart phone : Android, IOS
 Desktop : Windows, Mac, Linux

 Non-crackable encryption technology

 Integration with the enterprise active directory

 Installation on enterprise-specific servers

 Communication between different enterprise

 Secure archiving of files and messages

 Ability to work with crypto

 Compatibility with Pardus

 Compliance with Enterprise Firewalls

 Multiple authentication

 High-capacity audio conferencing

 Smart group and distribution lists privilege

 Ability to make quality video calls and multi-user conferencing

 Ability to restrict the access of users who left the institution with its 
possibility of turning off the offline feature 

ADVANTAGES OVER THE 
COMPETITITORS %100
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In public communication applications, you are not in control, 
it is in others.

SİPER protects all your communications like a castle, because 
you manage your communication with SİPER.

SİPER users are defined and logged into the system in a special 
way. Each message is encrypted end-to-end while a private key is 
generated for the identity. Special encryption methods are used 
instead of security layers such as SSL and Firewall, and the firewall 
is reshaped with each message. SİPER is not just a messaging 
software, it also performs the task of attack detection and 
prevention as a layer. Its purpose is not only to encrypt it, but also 
to keep the server within the security circle.

All software and 

technological 

infrastructure of 

SİPER is a product of 

AÇIK DENİZ BİLİŞİM.

IS SIPER SAFE?

DOMESTIC AND NATIONAL                 DOMESTIC AND NATIONAL                DOMESTIC AND NATIONAL                 DOMESTIC AND NATIONAL    
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SİPER is an application that allows highly secure messaging and 
conversations with the developed encrypted messaging methods, and is 
also very suitable for customization with its flexible structure and flexible 
Back-Ends infrastructure that can be integrated into institutions and any 
enterprises.

With customized solutions, a structure has been developed that allows 
messages to be archived if necessary, enables the synchronous use of 
more than one device at the same time, and provides services to users 
on every platform with iOS, Android, Windows, Linux and Mac OS X 
platforms.

In summary, SİPER is one step ahead of its competitors among instant 
messaging applications with its high-level security; its ability to be 
installed on your own servers, to work from the corporate active 
directory, different business-specific features and its development/
customization flexibility.
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Memberships

Certificates

Which platforms 
does Siper work ?

For more information
siperiletisim.com

Mobile: Desktop:
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WHO IS AÇIK DENİZ?

Açık Deniz Informatics Consultancy Corporation; It was established 
in Uşak in 2008 and announced its name in 2011 with the “Turkish 
Messenger” application. The company, which went through a 
restructuring in 2013, was included in the Akçay Group of Companies.

Açık Deniz Inc., which has started to carry out R&D activities in 
Istanbul since 2013; It has implemented mobile project applications 
such as Turkcell Fizy, Hürriyet E-Newspaper, Insurance Information 
Center (SBM), which are used extensively in Turkey.

Açık Deniz Inc. has the “ISO-27001 Certificate”, which certifies 
compliance with international information security management 
system standards.

Since 2015, it has started to develop an in-house Encrypted 
Mobile Communication application called SİPER. Completing the 
developments in 2018, it is successfully passed the security and 
penetration (leakage) tests of the product carried out by the UITSEC 
Test company.

Açık Deniz Inc. has developed a product called AMBAR DEPO which 
is a secure file archiving and sharing system, in 2018. Thanks to this 
product, all files shared internally and externally from SİPER and 
other applications can be secured.

In addition, thanks to the product called AKSİYON, which is the 
internal collaboration software of Açık Deniz Inc.; A management 
system has been developed for both SİPER and AMBAR, and a 
product has been developed where all the works and services of the 
institution can be managed.

Açık Deniz Inc. still continues to work on attack detection and 
prevention with artificial intelligence software.

Açık Deniz Inc. and Havelsan Inc. signed a Business Partnership 
Agreement in 2018. Company is a member of SaSaD, Turkey Cyber 
Security Cluster and Turkish Information Security Association.

8



SiPER



ANKARA BRANCH
Ankara Üniversitesi Teknokent, Bahçelievler Mah. 319. Cad. 
No:35, E Blok Z-19 06830 Gölbaşı Ankara
T 0312 484 57 58
info2@acikdenizbilisim.com

AÇIK DENİZ BİLİŞİM DANIŞMANLIK
İSTANBUL HEAD OFFICE
Barbaros Mah. Uphill Court A1 Blok No:3 D:22 Ataşehir İstanbul 
T 0216 688 85 67
info@acikdenizbilisim.com
www.acikdenizbilisim.com 

Açık Deniz A.Ş is an establishment of AKÇAY GROUP OF COMPANIES.


